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Compliance Steps

1. Log in to the PCI application www.pciapply.com/pcicompliance.
2. Click Re-Assess.
3. Verify/Edit your merchant information.
4. Select a processing solution that best describes the method your organization uses to process credit/debit cards, and complete
the designated questionnaire. (Select questionnaire type A)
5. If applicable, launch a scan on the network scan tab. Allow 5 business days for scan results, and submit for ASV compliance after
all targets have a passing status.
6. Review and sign after the questionnaire has been completed and ASV compliance has been achieved.
7. Compliance reports are now available to be downloaded or emailed.

If you have not accessed the PCI application before:

The username is the complete merchant ID, and the password is the last five digits of the merchant ID and capitalized state
abbreviation.
For example, if the merchant ID is 4900000012345 and is located in Illinois:

● Username: Merchant ID
● First time password: xxxxxxx12345IL

If you have accessed the PCI application before:

● Log in at www.pciapply.com/pcicompliance using your credentials.
● Click the Forgot Password link if you have forgotten your password.

Call (833) 207-8338 with further questions. Thank you for contributing to a more secure payment card acceptance environment.
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Link to portal login:
http://pciapply.com/pcicompliance
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Landing Page:

Part 1, Business Profile, complete and/or update business contact information in the section.
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Select Moto/E-Commerce
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Scan Page
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How do I find my IP address? For Windows 11:
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Review and Sign
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Support contact information:
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Review and Sign Page
Part 1 Merchant Information-confirm the information is correct
Part 2 Merchant Business Payment Channels-Indicate all payment channels used by the business that are included in this
assessment: Select “E-Commerce”
Do you electronically store or transmit consumer account data? No

Do you electronically store or transmit consumer account data? No

Part 2A Relationships
Do you have relationships with third-party service providers that handle your account data, such as payment gateways or
processors? Yes
Do you engage with third-party service providers managing system components within your PCI DSS assessment scope? No

Do you work with third-party service providers that could impact the security of your Cardholder Data Environment? Yes
Service Provider-TransArmor, Description-Tokenization

Part 2B Transaction Processing
How and in what capacity does your business process and/or transmit cardholder data? Moto/E-Commerce
Service Provider-Fiserv-Card Services, Service-THIRD PARTY SERVICER, INSTANT CARD PERSONALIZATION ISSUANCE
AGENT, VISANET PROCESSOR;

Does your business use network segmentation to affect the scope of your PCI DSS environment? Yes

Part 2C-Eligibility to Complete

Confirm your eligibility to take questionnaire

1. You certify that you have no direct control over the manner in which cardholder data is captured, processed, transmitted or

stored.

2. You certify that all payment acceptance and processing are entirely outsourced to PCI DSS validated third-party providers.
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3. You retain only paper reports or receipts with cardholder data, and these documents are not received electronically.

Part 3A Confirmation of Compliance

PCI DSS Self-Assessment Questionnaire A, Version 4.0 was completed according to the instructions therein.

All information within the above-referenced SAQ and in this attestation fairly represents the results of my assessment in all material
respects.

I have confirmed with my payment application vendor that my payment system does not store sensitive authentication data after
authorization.

I have read the PCI DSS and I recognize that I must maintain PCI DSS compliance, as applicable to my environment, at all times. If
my environment changes, I recognize I must reassess my environment and implement any additional PCI DSS requirements that
apply.

No evidence of full track data, CAV2, CVC2, CID, or CVV2 data, or PIN data storage after transaction authorization was found on
ANY system reviewed during this assessment.

Part 3B PCI DSS Validation
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Site Seal Modal

Copy and Paste the code below into the HTML on your website where you would like the site seal displayed.

SEAL CODE
SAMPLE HTML EMBED CODE:

<!DOCTYPE html>

<html>

<body>

<!-- other content -->

<div class='seal'>

<script type='text/javascript'

src='https://www.rapidscansecure.com/siteseal/siteseal.js?code=64,87B659EA7311D3E101A958DFFE5CF4501879F597'></script>

</div>

<!-- other content -->

</body>

</html>


